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1 Introduction

Data is the oil of the 21st century. This ana-
logy illustrates the immense potential for 
added value and the relevance of data for 
companies. A quick glance at the 100 lar-
gest publicly traded companies by market 
capitalisation reveals that four of the top 
five companies (Apple, Microsoft, Alpha-
bet and Amazon) engage in data-driven 
business models. They achieve a market 
capitalisation of more than 8.6 trillion US 
dollars [PWC22]. Data is not consumed 
on usage as opposed to oil, which is. Thus 
data can be utilized by multiple parties, 
even repeatedly. Additionally, the global 
oil reserves are in steady decline whereas 
the amount of data generated is growing 
rapidly as shown by the tenfold increase 
in annual data generation from 2012 to 
2020 [SSD22].
In addition to being intrinsically valua-
ble data also drives innovation for the 
manufacturing industry and therefore 
plays a principal role in product creation 
[DÖK+21]. Its significance within the pro-
duct development cycles (see Figure 1) is 
increasing, especially due to digitalisation. 

Nowadays the area of product creation 
encounters faces an increasing number of 
customers with demand for individualised 
solutions and rapidly evolving product 
requirements. This creates a dynamic 
business environment in which compa-
nies encounter an ever mounting number 
of uncertainties [Fre22]. Acceleration of 
corresponding product development cyc-
les becomes essential to keeping up with 
shorter product life cycles. For this pur-
pose, a consistent use of available data 
can generate diverse added values. An 
analysis based on artificial intelligence 
(AI) methods of e.g. customer reviews can 
support strategic product planning and 
service development by automating and 
identifying potential at an early stage. The 
reuse of existing product data by means of 
common parts management can simplify 
product development and manufacturing 
improvements. However, a prerequisite 
for the automated or AI-supported use of 
this data is the availability of said data in a 
particular quality [BMK20], for which rules 
and responsibilities are needed. In terms 

Data offers enormous 
potential for value creation 
that must be managed in 
order to be exploited.

Data governance is a 
collection of policies, stan-
dards, and responsibilities 
for using data profitably.

Figure 1: Product development cycle [DÖK+21]
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of data governance in chap. 3. In chap. 4 
a method for determining the level of data 
governance maturity is presented. Finally, 
chap. 5 the focus on the generation of 
added value through cross-company data 
exchange is presented on the basis of a 
use case, before a summary is given. 

of data the collection of guidelines, stan-
dards and responsibilities is called data 
governance. 
This white paper aims to familiarise the 
reader with the most important concepts of 
data governance. In chap. 2 an overview 
of the state of the art is given, followed by a 
discussion of the most important concepts 
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2 State of the art

The growing importance of data gover-
nance is reflected in the literature [Dim]. 
Publications of various kinds are being 
produced time and again, highlighting 
different aspects of data governance. 
Some works deal with case studies to 
illustrate the importance of data gover-
nance [WRMR22], while others aim to 
evaluate and summarise the current lite-
rature [Al19]. The focus of many papers 
[Fre22,Mah21, Mah21+,Mah21*,EHS17 ] 
is primarily on a basic description of data 
governance.
The majority of examples in the aca-
demic and popular literature are either 
generic or focused on large companies 
[Al19,TRI20]. Occasionally, data gover-
nance implementations in small and 
medium-sized enterprises have also been 
studied [BC12]. Even less frequently, data 
governance is examined in the context of 
product development. Publications can be 
found discussing AI methods in product 
development, but in general data gover-
nance is considered a side note [WLL21].
Comparing the definitions of data gover-
nance in publications, it quickly becomes 
apparent that a uniform definition is still 
to be achieved. The same conclusion 
is reached by [Al19] and [ABH18]. In 
[OJS+16] data governance is defined as 
an „organisational capability that aims 
to manage data as an asset, regulating 
rights and responsibilities and providing 
methods and tools for this purpose“, while 

in [EHS17] data governance is understood 
as the „exercise of authority and control 
(planning, monitoring and enforcement) 
over the management of data assets“. 
The definition of data governance is often 
adapted to the context – a more economic 
view in [OJS+16] and a more abstract or 
general view in [EHS17].
The term data governance is separated 
to varying degrees from two related terms 
in different publications. In [ABH18] data 
governance is separated from IT gover-
nance - the structures and processes that 
govern the use of information technology 
to meet business objectives - despite over-
laps in content. In [EHS17] and [Mah21], 
distinctions of varying degrees are made 
between data governance and data 
management. According to [EHS17], data 
governance is a fundamental subcategory 
of data management, which promotes 
the interaction of all other subcategories 
(see Figure 2). In contrast, [Mah21] sees 
the two concepts as equal. According to 
[Mah21], data governance regulates the 
„what“ - i.e. the establishment of guideli-
nes, processes and strategies - while data 
management deals with the „how“ - i.e. 
the actual implementation in everyday 
business.

There is no clear definition 
of data governance so far. 
While the general tenor 
is the same, details vary 
according to the focus of 
the publication.
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This work explicitly does not aim to pro-
vide a definition of data governance itself. 
Rather, the reader should be given the 
opportunity to get a grasp on an introduc-
tory model of data governance and to use 

this knowledge to lay the foundation for a 
functioning data governance concept in 
their own company.

Figure 2 : Subcategories of data management according to [EHS17] with data governance 
as the core element
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3 Data governance

The goal of data 
governance is to mini-
mize risks and optimize 
processes when hand-
ling data.

Data governance 
deals with three core 
elements: People, 
Processes and Techno-
logy.

For companies data governance is not a 
mere end in itself, it helps to maximise 
the company‘s success. The financial 
oversight of neglecting data governance 
becomes evident through the realisation 
that data governance aims to minimise risk 
and optimise processes [EHS17]. Here 
risk minimisation is to be understood as 
compliance with legal requirements (e.g. 
protection of personal data), safeguarding 
proprietary knowledge and data as well as 
securing production lines from exploitation 
of external vulnerabilities. Process optimi-
sation is a broad concept which applies to 
the entire company. Through increased 
data quality and availability, decisions can 
be made based on data, processes can 
be accelerated and the use of machine 
learning can generate insights from large 
amounts of data that would otherwise 
have remained hidden. 
In the following, an entry-level model for 
data governance is presented to make 
companies aware of risk minimisation 
and process optimisation. Figure 1 shows 
the basic structure of this model. While 
the outer ring is described in detail in 
the following subchapters, the inner ring 
represents the foundation. According to 
[Mah21+], the core elements of the inner 
ring can be defined as follows:

People means all persons working with 
data. This includes the daily users and 
processors of the data, as well as all hig-
her-level planning and decision-making 
bodies. If you share your data with part-
ners outside the company, they must be 
considered as part of this structure for 

every change you want to implement.
Processes are the procedures for hand-
ling data. This includes the goals the 
introduction of data governance should 
achieve, as well as rules, guidelines and 
standards according to which the data 
should be handled.
Technology is not only the physical IT 
infrastructure for data processing, but also 
the software component. In general, this 
means any tool that facilitates the hand-
ling of data.
People, processes and technology - all 
three must build on each other and be 
available.  For each category in the 
outer ring, it should be remembered that 
adjustments must be made in all three 
foundational categories to establish a 
robust data governance program.

Figure 3: Data governance with the core 
elements of technology, people
and processes.
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Administration consists of administrators 
and administrated. In the context of data 
governance, we speak of data stewards 
and data users, among others. However, 
instead of listing and describing these 
roles, an overview of possible tasks nee-
ded to be covered is given here. These 
tasks serve to ensure a smooth process 
of gaining insights from data.
Initially, instances are needed that 
establish usage rules based on usage 
requirements. Usage requirements should 
be established company-wide and, where 
possible, should also be standardised 
across different departments. „Standard-
ised“ here refers to the readability of data 
to avoid situations where, for example, 
a different file type makes the data from 
department A practically unreadable for 
department B. This control instance also 
indirectly includes IT staff who are respon-
sible for setting up and maintaining the 
infrastructure. Furthermore, the adminis-
tration of the data repositories falls under 
the umbrella of the control instance, as it 
is accountable to the company manage-
ment for all data-related processes.
After this control instance is established, 
the task of data collection follows. In com-
pliance with the previously established 
rules, data must be collected from various 
sources. Here it does not matter whether it 
is surveys, customer messages or sensor 
data. Responsibility and accountability 
must be established for the collection of 
every type of data.
The acquisition is followed by the pro-
cessing of the data. Here, an access 
hierarchy should be established. Since 
most users themselves have little to do 
with the processing or preparation of the 

Data management 
regulates the control, 
collection and manage-
ment of data.

 3.1  Data handling
data, their access should be restricted, but 
not completely prohibited. Every change 
to the data must be made traceable – the 
keyword here is meta data, i.e. data about 
data.
Finally, the actual users or consumers 
of the, now processed, data should be 
named in this list. The users/consumers 
often mix with those responsible for pro-
cessing/preparing the data. As before 
the following advice applies: an access 
hierarchy should be created that govern 
who is allowed to make changes and how 
these changes are documented.
These basic tasks may overlap depen-
ding on the size of the company. It is even 
considered desirable that the supervisory 
authority has close contact with represen-
tatives from data collection, processing 
and use or that representatives from 
these very areas are part of the super-
visory board. Against the background of 
the legal basis at the time of writing this 
paper, the appointment of a controller for 
data protection must be mentioned here. 
Due to the importance of data protection, 
the involvement of said controller in the 
supervisory body is sensible, but not man-
datory.
Therefore, when changes are made while 
handling data during its life cycle, they 
should be documented in such a way 
that it is clear who made the change and 
in what role. The next chapter discusses 
how the data can be made accessible to 
ensure the efficient use of the data by the 
employees of a company in the context of 
their tasks described in this chapter.
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Data must be readily available for its 
users in order to allow the use of AI 
applications and well-informed business 
decisions. The key to efficient data use 
in the age of Big Data is transparency. 
Whether heterogeneous data from the 
data lake or pre-processed data from the 
data warehouse, metadata management 
in the form of a data catalogue provides 
an overview of the data inventory and 
enables exploration and targeted filtered 
searches based on meta information. In 
this way, the required data can be retrie-
ved as needed, availability is increased 
and the data lake does not devolve into a 
data swamp. 
Especially for non-public data, the access 
rights of different user groups must be 
defined. In particular, confidentiality and 
possible contractual agreements must be 
taken into account. Besides the neces-
sity of permissions to read, alter, create 
or delete data there must be a system in 
place to authenticate the user to prevent 
unauthorised access.
However, data exchange and access is not 
limited to internal use; data can be made 
accessible across company boundaries. 
In this way, companies can monetise 
their data or generate further added value 
through cooperative usage models. The 
AI marketplace as an ecosystem for AI in 
product development offers companies 
a platform to make their data available 
to AI experts. Through intelligent match 
making, companies with data challenges 
and AI solution providers are brought 
together. In general, companies should 
consider licensing and usage agreements 

 3.2  Data availability

when sharing their data beyond their own 
organisation. Maintaining data soverei-
gnty can be ensured through solutions 
such as Data Spaces, which is discussed 
in more detail in Chap. 5.
Furthermore, the question arises as to the 
form in which data is made accessible. For 
companies one major reason for hesitancy 
is the possible disclosure of sensitive data 
[GTGG21]. This can be personal data of 
customers, but also production data that 
unintentionally provides information about 
the manufacturing process of a product. 
To counteract this, data records can be 
anonymised or at least pseudo-anonymi-
sed . In [GTGG21], the authors present a 
method for an anonymously learning AI 
which does not allow to draw clear conclu-
sions one the original learning data based 
on the models generated.

Data availability 
describes the access 
infrastructure and rights 
inside and outside the 
company.
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With the EU-wide adoption of the General 
Data Protection Regulation (GDPR) in 
mid-2018, companies that process data 
of EU citizens have the obligation to deal 
with the issue of data security. In the 
event of non-compliance, penalties of up 
to 20 million euros or 4% of global turn-
over, whichever is higher, are imposed 
in accordance with Article 83 (5) GDPR. 
Other vulnerabilities in data security may 
also cost companies dearly. In 2017, e.g., 
a cyberattack with the ransomware Not-
Petya encrypted company data of Mærsk, 
the largest container shipping company 
in the world, and rendered it unusable 
[Spi22]. The damage amounted to an 
estimated amount of 200 to 300 million 
euros and could only be limited by a lucky 
coincidence. Similar existential threats 
can occur when product development 
data is stolen or made unusable for one‘s 
own company. Data governance with a 
coherent and adaptable data security 
concept can minimise the risk of such an 
incident.
The establishment of rules and pro-
cedures, as well as the application of 
mechanisms and tools aimed at defining, 
establishing, controlling and improving 
information security is referred to as an 
Information Security Management Sys-
tem (ISMS) [ISO18]. The ISO/IEC 27000 
series of standards is a collection of stan-
dards and recommendations for action 
on information security and supports the 
establishment of an ISMS. Companies can 
also have their ISMS voluntarily certified 
according to the ISO/IEC 27001 standard 
in order to strengthen the trust of business 

 3.3  Data security

partners and thus secure an advantage in 
competition. Although certification does 
not automatically result in compliance 
with the GDPR, it does facilitate imple-
mentation. Further helpful guidelines can 
be taken from the IT-Grundschutz of the 
Federal Office for Information Security 
(BSI). The IT-Grundschutz Compendium 
and the IT-Grundschutz Profiles are par-
ticularly suitable for setting up an ISMS 
in small and medium-sized enterprises 
(SMEs) [BSI20]. 
In the attack on Mærsk in June 2017 
with NotPetya, the EternalBlue exploit in 
Windows computers was utilised [BSI18], 
while a security patch from Microsoft was 
already available at that time. To reduce 
vulnerabilities, therefore it is advisable 
to keep software, operating systems and 
their patches up to date. However, since 
the exposure of a single computer cannot 
always be prevented, the BSI recom-
mends further technical options, such as 
network segmentation and the restriction 
of local administrator accounts, to avoid a 
major network outage [BSI18]. Develop-
ment data in particular often represent 
the know-how of current and former emp-
loyees and are thus assets that require 
special protection. Backing up this data 
regularly to have a backup in case of emer-
gency can be essential for companies. 
Therefore, development data should also 
be protected from internal misuse through 
authentication procedures. In addition to 
technical solutions, employees play an 
important role in the various processes. 
Training can significantly improve security 
awareness, so that phishing e-mails, for 

Data security is not only 
required for customer data 
by the GDPR, but is strictly 
advisable for all data.

It is essential to discuss the 
importance of IT security 
with all employees in the 
company and to provide 
appropriate instructions for 
action.
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example, can be counteracted. Technical 
security solutions may provide support by 
warning against harmful attachments and 
URLs.
Due to advancing digitalisation and net-
working, the question is not if there will 
be a confrontation with malware and 

cyberattacks, but when. In addition to the 
legal obligations, there is consequently 
a second risk if the topic of data security 
is ignored. Companies are therefore well 
advised to address this topic proactively 
in order to prevent damage.

In [EHS17], various approaches to asses-
sing data quality are discussed. These 
approaches are largely based on the work 
of Richard Y. Wang from the year 1996 
[WS96]. This original work identified 16 
dimensions (properties) that significantly 
influence data quality. The dimensions 
mentioned in [WS96] were selected 
through a survey and mix objective and 
subjective evaluation factors. Over the 
years, many variations of this system 
have been developed, with the main goal 
of providing a simple, general and objec-
tive way to assess data quality. Here, a 
compact model is presented that was 
developed in [DI12].
First of all, attention must be paid to the 
completeness of the data. This is primarily 
about completeness in the sense of: Are 
there empty data points? Whether these 
non-empty data points have a valid entry 
or not is determined later (see validity).
After the check for completeness comes 
the check for uniqueness. Only uniquely 
identifiable data can be used profitably. 
In the worst case, ambiguity can cause 
additional costs. For example, if two of 
your customers are stored under the 
same identifier, they may be confused for 

 3.4  Data quality

one another. This confusion can lead to 
additional costs in delivery or even cause 
lasting damage to customer confidence. 
To avoid such cases - on a small or large 
scale - it is essential to check whether 
data can be clearly identified.
After the uniqueness of the data has been 
ensured, the check for timeliness follows. 
Timeliness means that data should be 
revised promptly when a change is made. 
In a warehouse, for example, when mate-
rial is withdrawn, the changes in stock 
should be entered immediately so that 
restocking the warehouse in a timely man-
ner is possible.
Next, the validity of the data is checked. 
This is about conformity with the usage 
requirements and rules addressed in 
chapter 3.1. For example, a mixture of 
date formats should be avoided. Cases 
in which data do not adhere to the valid 
ranges also indicate errors (for example, a 
220-litre barrel that is declared in the data-
base as containing 270 litres).
Closely interwoven with the validity of 
the data is the absence of errors. Make 
sure that your data reflects reality. Here 
it is useful to look back at the example of 
the warehouse. If an error - of any kind 

Data quality is defined by 
a varying number of quality 
dimensions. This introduc-
tory model includes the 
quality dimensions: Com-
pleteness, Uniqueness, 
Timeliness, Validity, Error-
free, and Consistency.
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- creeps in here, it can lead to serious 
delays in the company‘s operations. The 
potential for error ranges from inconve-
nience due to missing office materials to 
production downtime due to missing parts. 
The last quality dimension is the con-
sistency of the data. If several data sets 
have been recorded for one object, they 
should be consistent with each other. As 
an example, we again look at databases 
relating to a warehouse. A data record 
appears problematic if, for example, a 

barrel that contains 170 litres according to 
the database only contains 90 litres after 
50 litres have been removed.
These six basic quality attributes form 
the basis for good data quality manage-
ment. As mentioned at the outset, there 
are other approaches to addressing data 
quality, but as a foundation for a beginning 
data governance programme, these ideas 
are enough to prevent decision paralysis 
and get the proverbial ball rolling.

After the previous sections have laid out 
the foundations and guidelines for func-
tioning data governance, this final section 
of the chapter gives the basis for a sus-
tainable transition to the profitable use of 
data - the establishment of a data culture.
While the term seems ambiguous at first, 
it is defined as the behaviour of all persons 
in the company when dealing with data. 
The aim is to convey to all employees that 
compliance with the guidelines makes it 
easier to deal with data, even if it seems 
tedious in the beginning.
The first step towards a functioning data 
culture is to abandon ways of thinking à 
la „it has always been done this way“. Of 
course, caution is needed when changing 
direction within a company, but thanks to 
the many experiences of companies that 
have relied on data for years, solutions 
to many problems are already available 
[TRI20].
This shift in thinking must be applied to all 
company levels. In order to build a healthy 

 3.5  Data culture

data culture, it is necessary to shift from a 
hierarchical, experience-based to a data-
based decision-making process. Every 
member of the company should be regu-
larly trained in the handling of data and 
the corresponding infrastructure so that 
relevant experts can be involved in the 
decision-making process and the proper 
handling of data becomes second nature 
[Sou22].
Once these basics are in place, with the 
appropriate research, it is possible to 
delve as deeply as desired into the topic 
of data culture and discover further pos-
sible improvements. And that is exactly 
what good data culture is all about. Regu-
lar self-monitoring and self-improvement 
of procedures, technical infrastructure 
and company processes should become 
a habit.

Data culture describes the 
behavior of employees in 
dealing with data.
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4 Data governance in practice

Figure 4: Data governance maturity model. Based on [SSL+15].

Establishing data gover-
nance is a step-by-step 
process in which the AI 
Marketplace is there to 
advise you.

Data governance is an important building 
block for data preparation and thus for 
the use of AI methods. For a practicable 
implementation of the methods described 
in chapter 3 a gradual approach to data 
governance is necessary. First, the initial 
situation in the respective company must 
be determined through a status analysis. 
In order for companies to gain an initial 
overview of their current status in the area 
of data governance, the AI marketplace 
offers the Data Governance Check on its 
homepage1 as an orientation aid. The Data 

Governance Check is a questionnaire 
with 15 multiple-choice questions cover-
ing the three core elements, technology, 
people and processes. After completing 
the check, the user automatically receives 
a test result. The test result is graded on a 
five-stage maturity model (see Figure 4). 
Depending on the maturity level achieved, 
adequate recommendations for action are 
sent to support the user in reaching the 
next higher level. Further services can 
be initiated by the AI marketplace on the 
basis of an individual consultation.

1https://ki-marktplatz.com/angebote/data-governance-check/ 
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5 Data governance in the ecosystem

The previous chapters mainly focussed 
on internal company data. However, in 
order for data to develop its full potential, it 
must be made available across company 
and industry boundaries in ecosystems. 
These data ecosystems or data spaces 

promote the creation of value from data 
and thus enable new services, products, 
business models and innovations for com-
panies [IDSA21]. 

Finally, data governance 
should not only be esta-
blished within the company 
itself, but also in a data 
ecosystem that also inclu-
des business partners and 
customers.

Whether in business, politics, media or 
society - digital platforms have become 
an integral part of today‘s digitised 
world. These platforms enable access to 
products, services, digital content, infor-
mation and data for everyone. 
When it comes to bringing supply and 
demand together as efficiently as possi-
ble, digital platforms are clearly superior 
to traditional business models. They have 
evolved from technical tools to complex 
ecosystems. Digital platforms can create 
new markets and revitalise existing ones. 
In highly fragmented markets, they can 
bring together people or companies that 
would otherwise never have come into 
contact with each other. 
In short, digital platforms, such as the AI 
Marketplace, hold enormous potential and 
countless opportunities. Digital platforms, 
applications in the fields of AI, IoT or Big 
Data, projects such as Gaia-X or AI4EU 
- all these application areas and ende-
avours are hardly conceivable without 
Data Spaces. [IDSA21]
From a data governance perspective, 
Data Spaces are to be seen as a data 

 5.1  Data ecosystems

integration concept and are based on a 
distributed data architecture [OJS+16], 
i.e. data is physically held at the producer 
and central integration is omitted. Decen-
tralisation serves the requirements of a 
distributed data infrastructure according 
to Gaia-X [BMW20], the European cloud 
infrastructure project. Data spaces in 
particular address the points of data sover-
eignty and data traceability [OJS+16] and 
ensure interoperability through semantic 
integration instead of schema matching 
(common database). Semantic integration 
here means the use of a uniform vocabu-
lary, but not the semantic description of 
the data at domain level, because a data 
standard such as ECLASS for product 
master data does not yet exist in the area 
of product creation. 
Data Spaces are the key to success in the 
future data economy and the prerequisite 
for the European Data Strategy. By being 
able to share data with unknown partners 
and data endpoints while maintaining data 
sovereignty, companies can help shape 
and leverage the true value of their data in 
a thriving ecosystem. [Nag21]
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A pilot project within the framework of the 
joint project AI Marketplace is intended 
to exemplify the added value of data 
exchange across company boundaries. 
The use case of the industry partner Hella 
Gutmann Solutions GmbH focuses on 
AI-based vehicle diagnostics, which is 
presented below using 3 scenarios.
Scenario 1 represents the actual state 
of the vehicle diagnostics (see Figure 5). 
The end customer brings the vehicle to the 

This procedure is intransparent, charac-
terised by manual activities and offers 
potential for improvement in the customer 
experience. In order to optimise the custo-
mer‘s workshop visit, the cross-company 
data exchange must be more intercon-
nected so that the diagnosis is carried out 
predictively and workshop appointments 

 5.2  AI-based vehicle diagnostics

garage for maintenance or in the event of 
a mafunction. The garage personnel then 
connect the vehicle to a Hella diagno-
stic device which reads the error codes 
presented by the control units. Using 
historical readout data, AI models were 
trained to carry out a diagnosis. Based on 
the recommendations of the diagnosis, 
the garage personnel undertake mainte-
nance and repair work.

are allocated according to need. To 
ensure an optimised process, as shown 
in Figure 5 can be achieved, two changes 
are required. Firstly, the vehicles must be 
enabled to send their data during normal 
use, and secondly, a data governance 
concept for data exchange is needed.

Figure 5: As-is state of AI-based vehicle diagnostics



DATA GOVERNANCE IN PRODUCT DEVELOPMENT 17

Scenario 2 is an intermediate step that 
adds value by sharing data but does 
not improve the customer experience 
(see Figure 6). The vehicles send their 
operating data to the Hella diagnostic 
platform, which in turn creates aggrega-
ted diagnostic data. The diagnostic data 
is then offered via microservice (light grey 
arrows) or manually (red arrows) on the 
AI marketplace as a CSV file. As an eco-
system for product development data, the 

Figure 6: Process of optimised, AI-based vehicle diagnostics

AI marketplace acts as an intermediary to 
bring together the data provider Hella with 
other players who can derive potential 
benefit from the data. The AI marketplace 
is the central platform on which the various 
players register to gain access to the data 
marketplace. This physical centring is 
also currently practised by data platforms 
such as the AWS (Amazon Web Services) 
Marketplace, among others.2  

2 https://aws.amazon.com/de/data-exchange/ 



DATA GOVERNANCE IN PRODUCT DEVELOPMENT 18

3 https://i4trust.org/
4 https://internationaldataspaces.org/ 

Figure 7: AI marketplace as a central data platform

In scenario 3, data spaces are used as 
a data integration concept. Here, the AI 
marketplace is also the central compo-
nent, but it acts as an intermediary in that 
the data is linked (dynamically) and not 
held locally (statically). Since historically 
different initiatives have grown in the area 
of data spaces, there are also different, 
technologically incompatible implemen-
tations. These differentiate themselves, 
among other things, in access authori-
sation management. In the case of the 
AI Marketplace, both the i4Trust4 and 

the reference implementation IDSA were 
focused on offering data in parallel in 
order to reach a maximum number of cus-
tomers. Through the use of Data Spaces, 
other participants, such as the workshop, 
can subsequently be integrated in order 
to optimise the process flow according 
to Figure 5 can be achieved. More detai-
led information on Data Spaces can be 
found in the reference architecture model 
[OSTL19,IDS22] of the International Data 
Spaces Association4 (IDSA).
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Figure 8: AI marketplace in the Data Space

Other data marketplaces that do not ope-
rate in the area of product creation already 
use Data Spaces. Advaneo5 , for example, 
relies on IDS solutions for this purpose. It 
is thus becoming increasingly attractive 
for companies to share their data across 
their own company boundaries on data 
marketplaces, as they can both achieve 
a monetary advantage and ensure that 

data sovereignty is maintained. To ensure 
interoperability between individual Data 
Space technologies, the Data Spaces 
Support Centre has been founded by 
the European Commission. Here, the 
standardisation tasks for Data Space 
components are driven forward.

5https://www.advaneo.de/ 
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6 Summary

A prerequisite for the use of AI algorithms 
to raise potential in product creation 
and in general is that sufficient data of a 
suitable quality is available. Data gover-
nance is therefore a central concept that 
supports the applicability of AI methods 
in companies. For a successful concept, 
points such as responsibilities, data 
security and data culture must be consi-
dered in addition to availability and data 
quality. Despite non-uniform definitions of 
the term, data governance, for example, 
can be summarised from an economic 
perspective as the „organisational ca-
pability that aims to manage data as an 
economic asset and regulates rights and 
responsibilities for this purpose and provi-

des methods and tools“ [OJS+16]. In this 
context, data management is not limited 
to internal company use, but can take pla-
ce across company boundaries. With the 
use case of AI-based vehicle diagnostics, 
the AI marketplace as an ecosystem for AI 
in product development shows how added 
value can be generated for companies by 
sharing their data. In the process, succes-
sive expansion scenarios are shown that 
lead to implementation by means of Data 
Spaces. With Data Spaces, companies 
can simultaneously sell their data profi-
tably without having to give up their data 
sovereignty.
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